
Privacy Policy 

 

ALLentertainment Inc. (the “Company”) obtains the following user information necessary for the 

smooth provision of “ABCRECORDS”, a service offered by the Company (including ancillary 

services, referred to collectively as the “Service”). 

The Company's policy for handling user information is as follows. 

 

1. User Information 

The Company obtains the following user information in the use of the Service. 

The Company obtains user information through user input or automatically through the browser. 

(1) Email address and other information pertaining to WalletConnect, etc. 

(2) Information pertaining to application for use (email address, URL, etc.) 

(3) Information pertaining to inquiries 

(4) Cookie information, Service usage (including access logs, etc.), device information, location 

information, and information related to communications (including IP addresses, browser 

information, browser language, etc.) 

 

2. Purpose of Use 

User information is used for the following purposes. 

･To provide the Service, for login, etc. 

･To develop, market, and improve the quality of the Service 

･To provide information on other services affiliated with the Service ("Affiliated Services") 

 

3. Outsourcing 

The Company may outsource business to the extent necessary to achieve the purposes of use. 

In doing so, the Company may outsource user information to the extent that it is necessary. 

 

4. Provision of User Information to Third Parties 

The Company will not provide user information it has obtained to third parties without obtaining the 

prior consent of the user, except in the following cases: 

 

 

(1) When required by law 

(2) When necessary to protect the life, safety, or property of an individual and obtaining consent of the 

user is difficult 

(3) When it is especially necessary to protect public health or to promote the sound growth of children, 



and obtaining consent of the user is difficult 

(4) When the Company must cooperate with a national agency, a local government, or an entity 

entrusted by either a national agency or local government to execute affairs prescribed by the law, 

and obtaining consent of the user risks interfering with the performance of these duties 

 

5. Shared Use  

The Company will not share user information it has obtained. 

 

6. Management of User information 

The Company will properly manage user information it has acquired and take the utmost care to 

prevent leaks, loss, or damage; provide in-house education to its directors and employees regarding 

the protection and proper handling of user information; implement audits regarding compliance with 

internal rules and regulations on the protection of user information; and implement safety management 

measures such as restricting access to offices and other security measures. 

The retention period for user information will be determined separately according to the purpose of 

use, and user information will be disposed of in an appropriate manner after the relevant period has 

elapsed. 

 

7. Inquiries 

The Company will, within a reasonable period of time and within the scope stipulated under the law, 

respond to inquiries regarding the notification of purpose of use for user information; disclosure, 

correction, addition, deletion, and suspension of use of personal information or suspending its 

provision a third party; inquiries on safety measures; and other inquiries. Please enquire using the 

information provided below. 

 

8. Use of Cookies and Web Beacons on the Company Website 

The website created by the Company may use cookies or web beacons. These are used to ensure an 

optimal user experience when using the website. Users who do not wish to use cookies may disable 

cookies in their browser settings. Use of web beacons can also be disabled by disabling cookies. Some 

services may be unavailable when these features are disabled. 

 

9. The Voluntary Nature of Providing Information and Consequences of Not Providing Information 

 

Provision of user information is voluntary; however, the Company may be unable to send a response 

if the user does not enter the required fields. 

 



10. User Information Protection Inquiry Desk 

For inquiries regarding user information held by the Company or any other questions, please call, 

email, fax, or mail us at the "User Information Protection Inquiry Desk" described below. 

 abcrecords@alle.co.jp 

 

11. Changes to the Terms 

 The Company may change the contents of the terms in accordance with updates to the Service, etc., 

to the extent that such change does not violate the purpose of use (in the event of a change in the 

purpose of use, that is remains within the scope deemed reasonably relevant to the purpose of use prior 

to the change) and is within an appropriate and reasonable scope in light of the necessity of the change. 

 

 

 


